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Section 2 - Commodity or Services Schedule

SCHEDULE OF SUPPLIES/SERVICES
CONTINUATION SHEET

ITEM NO. SUPPLIES/SERVICES QUANTITY |UNIT UNIT PRICE AMOUNT

0001 1,170 CsS |$ $
Eggs, Shell, Whole, Fresh, U.S. Grade A, Large, 30 Dozen per
case. 90 cases per week for 13 consecutive weeks.
DELIVERY DAYS: TUESDAYS OF EACH WEEK

PSC: 8910

DELIVERY DAYS: TUESDAY OF EACH WEEK



15B10623Q00000016 Page 5 of 23

Section 3 - Contract Clauses

A.1 ADDENDUM TO FAR 52.212-4, Contract Terms and Conditions-Commercial Products and
Commercial Services (Dec 2022)

The terms and conditions for the following clauses are hereby incorporated into this solicitation and resulting
contract as an addendum to FAR clause 52.212-4.

Clauses By Reference
52.252-2 CLAUSES INCORPORATED BY REFERENCE (FEB 1998)

This contract incorporates one or more clauses by reference, with the same force and effect as if they were given in full
text. Upon request, the Contracting Officer will make their full text available. Also, the full text of a clause may be accessed

electronically at this/these address(es): www.acquisition.gov

Clause Title Fill-ins (if applicable)

52.212-4 Contract Terms and Conditions-Commercial Products and Commercial

Services (Dec 2022)

52.232-18 [Availability of Funds (Apr 1984)

Clauses By Full Text

FCCBUTNER 1 INSPECTION AND ACCEPTANCE

A.L1DELIVERY INFORMATION

Delivery will be made to the following address:

Federal Correctional Complex - Butner

Food Service Warehouse

Old NC Hwy 75

Butner NC 27509

Deliveries will be accepted from 7:30 a.m. to 2;00 p.m., Monday - Friday, excluding Federal Holidays. Callsregarding delivery
should be made to the Food Service Warehouse Foreman, 919.575.5000 ext. 1441. Deliverieswill consist of 15 dozend per case,
90 cases per week for 13 consecutive weeks beginning April 4, 2023 through June 30, 2023. Unless otherwise arranged with the
warehouse foreman, deliverieswill occur every Tuesday.

(End of Clause)

A.1.2 PACKAGING AND LABELING/MARKING

1. All packaging and packing shall be in accordance with good commercial practice. Labeling shall be in accordance
with commercial labeling complying with the Federal Food, Drug and Cosmetic Act and regulations promulgated
there under. Shipping containers shall be in compliance with the National Motor Freight Classification and Uniform
Freight Classification Code.

1. Semi-perishable items shall be snugly packed in shipping containers that fully comply with the National Motor
Freight Classification and Uniform Freight Classification Code, as applicable.
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1. Frozen product must be processed and packed to allow removal of the individual units from the container without
damage to that or other units. The intent is to be able to remove only that amount of product required for current
needs, without the necessity of defrosting all units. Meats, poultry, and seafood should be vacuum packed when
practicable. In all instances the packaging must protect the product from freezer burn and contamination

1. To ensure that the carrier and the receiving activity properly handle and store items, standard commercial
precautionary markings such as “KEEP FROZEN?” for frozen items, “KEEP REFRIGERATED” for chilled items, etc.
shall be used on all cases when appropriate.

1. Chill and freeze products must be shipped in refrigerated (Reefer) Vans and appropriately separated per
temperature requirements.

1. To the maximum extent possible, nutritional and ingredient labels shall be placed on the individual package.

(end of clause)

A.1.3INSPECTION AND ACCEPTANCE

1. Inspection and acceptance of products will be performed at destination. The inspection is normally limited to identify,
count and condition; however, this may be expanded if deemed necessary by either the Food Service Administrator
or the Contracting Officer.

1. All deliveries are subject to inspection, if deemed necessary or as requested by the Receiving Officer. The
contractor’s delivery vehicles shall be equipped to maintain the appropriate temperatures and product segregation
as necessary to deliver products at the proper temperature. Deliveries shall be made in clean, closed vehicles.
When transporting food items, the vehicles shall be maintained in good sanitary condition to prevent contamination
of the material. Delivery vehicles used to deliver items under this contract may be subject to inspection at
destination. In addition, the delivery vehicles will be inspected for cleanliness and condition.

1. The Government’s authorized receiving official at each delivery point is responsible for inspecting and accepting
products as they are delivered. The delivery ticket shall not be signed prior to the inspection of each product.
All overages/shortages/returns are to be noted on the delivery ticket by the Government’s authorized receiving
official and truck driver. The Government’s authorized receiving official’'s signature on the delivery ticket denotes
acceptance of the product.

1. The contractor shall forward three (3) copies of the delivery ticket/invoice with the shipment. The receiving official
will use the delivery ticket/invoice as the receipt document. Two (2) copies of the signed and annotated delivery
ticket/invoice will serve as the acceptance document. No electronic invoice shall be submitted for payment until
acceptance is verified.

A.1.4PRODUCT QUALITY & SHELF LIFE REQUIREMENT

All products delivered shall be as fresh as possible and within the manufacturer’s origina shelf life (i.e., Best if Used by Date,
Expiration Date, or other markings). Products commonly sold “Chill” in the commercial market but required/identified as "frozen" in
the item description should be purchased frozen from the manufacturer. These highly-perishable and short-shelf life items may include
but are not limited to: hot dogs, bologna, bacon, deli meat(s), cooked ham(s), other cooked meat(s), and cheeses. These items should
be frozen at the manufacturer's plant (preferably) and/or shall be blast-frozen by the Contractor following the manufacturer’ s “ Freeze-
by-Date” guidelinesto preclude degradation and to extend shelf-life. Documentation of the manufacturer’s recommended “ Freeze-
by-Date” and the frozen item recommended shelf life should be available for review if the product is blast-frozen at the Contractor's
facility. Products required by the Item Description to be chilled must be maintained and delivered chilled; products required to be

frozen must be delivered frozen. Unless approved by the Contracting Officer, no product shall be slow-frozen.

Shelf life requirements:
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For annual pack items, products shall be from the latest seasonal pack available, unless approved in advance by
the Contracting Officer. Annual Pack items shall not be older than one year from Date of Pack/Production Date upon
receipt at the Contractor facility.

For items produced with shelf life greater than 90 days, no product shall be delivered to customers with less than 30
days manufacturer’s original shelf life remaining unless the customer grants prior written approval to the Contracting
Officer who will in turn notify the Contractor.

For items produced with shelf life less than 90 days, no product shall be delivered to customers with less than 5
days manufacturer’s original shelf life remaining unless the customer grants prior written approval to the Contracting
Officer who will in turn notify the Contractor.

Commercial standards shall be used to maintain temperatures appropriate for individual items. Products required

to be chilled must be maintained and delivered chilled, and products required to be frozen must be maintained and
delivered frozen (no product shall be slow-frozen in any case).

Level of Product Quality:

When designating an item as a match for the item in the schedule of items listed in the solicitation, the item must be:

PR

5.

Identical in respect to packaging when the unit of issue is not described by weights (e.g. pound or ounce).
Identical for portion/package size and units per pack.

Equivalent in respect to grade or fabrication.

The Contractor may only offer a substitute after receiving authorization from the contracting officer. Substitutes
must be of equal or higher utility and higher quality and of same or lower price.

All items must meet or exceed the Government'’s item description.

A.1L.5 ACCEPTANCE REQUIREMENTSFOR FROZEN ITEMS

In order for frozen items to be accepted by the receiving activity, the following criteria must be observed:

1.
2.
3.

4.

Packages must be solid, not soft, upon arrival,

Container and wrapping must be intact and in a solid condition;

Packages must be free of drip and show no evidence of thawing and re-freezing (i.e. watermarks on boxes; off odor)
or dehydration.

Cello wrapped packages must not be discolored or show other signs of freezer burn.

A.1.6 REJECTION PROCEDURES

If product is determined to be defective, damaged, and/or compromised in any other manner, it may be rejected by
the Government’s authorized receiving official.

Product found to be non-conforming or damaged, or otherwise suspect, the Government's authorized receiving
official shall reject the item and/or determine the course of action to be taken with the product in question. The final
decision to accept or reject the product is to be made by the Government’s authorized receiving official.

In the event an item is rejected, the delivery ticket/invoice shall be annotated as to the item(s) rejected. These items
shall then be deducted from the delivery ticket/invoice. The invoice total must be adjusted to reflect the correct dollar
value of the shipment. Replacements will be authorized based on the customer’s needs. To the greatest extent
possible, on an as-needed, emergency basis, same day re-delivery of items that were previously rejected shall be
made, so that the customer’s food service requirements do not go unfulfilled for that day. These re-deliveries will not
constitute an emergency, and therefore will have no additional charges.

In the event that a product is rejected after delivery is made, the Contractor will pick up the rejected product or make
other disposition arrangements deemed acceptable by the contracting officer.

It is a requirement of this award that product shall be inspected by the Government to effect receipt. However, failure
to promptly inspect or accept supplies at the time of receipt shall not relieve the contractor from responsibility, nor
impose liability on any of the customers, for nonconforming supplies. When an item is rejected the vendor is to take
the food back to its location.
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1. Supplies transported in vehicles which are not sanitary, or which are not equipped to maintain prescribed
temperatures, may be rejected without further inspection.

1. Upon rejection of any item, the contractor will be issued a cure notice pursuant to the termination for cause section
of FAR 52.212-4.

A.1.7DELAYS

1. Pursuant to FAR 52.212-4 (f) Excusable delays, the Contractor shall be liable for default unless nonperformance
is caused by an occurrence beyond the reasonable control of the Contractor and without its fault or negligence
such as, acts of God or the public enemy, acts of the Government in either its sovereign or contractual capacity,
fires, floods, epidemics, quarantine restrictions, strikes, unusually severe weather, and delays of common
carriers. The Contractor shall notify the Contracting Officer in writing as soon as it is reasonably possible after the
commencement of any excusable delay, setting forth the full particulars in connection therewith, shall remedy such
occurrence with all reasonable dispatch, and shall promptly give written notice to the Contracting Officer of the
cessation of such occurrence.

52.211-16 Variation in Quantity (Apr 1984)

(a) A variation in the quantity of any item called for by this contract will not be accepted unless the variation has been caused by
conditions of loading, shipping, or packing, or allowances in manufacturing processes, and then only to the extent, if any, specified in
paragraph (b) of this clause.

(b) The permissible variation shall be limited to:

10 [Contracting Officer insert percentage] Percent increase

10 [Contracting Officer insert percentage] Percent decrease

Thisincrease or decrease shall apply to 3 .*

* Contracting Officer shall insert in the blank the designation(s) to which the percentages apply, such as--

(1) Thetota contract quantity;

(2) Item 1 only;

(3) Each quantity specified in the delivery schedule;

(4) Thetota item quantity for each destination; or

(5) Thetotal quantity of each item without regard to destination.

(End of clause)

DOJ02 Contractor Privacy Requirements (JAN 2022)

A. Limiting Accessto Privacy Act and Other Sensitive Information

(2) Privacy Act Information

In accordance with FAR 52.224-1 Privacy Act Notification (APR 1984) and FAR 52.224-2 Privacy Act (APR 1984), if this
contract requires Contractor personnel to have access to information protected by the Privacy Act of 1974, the contractor is
advised that the relevant DOJ system of records notices (SORNS) applicable to this Privacy Act information may be found at
https://www.justice.gov/opcl/doj-systems-records.[ 1] Applicable SORNSs published by other agencies may be accessed through
those agencies’ websites or by searching the Federal Digital System (FDsys) available at http://www.gpo.gov/fdsys/. SORNs
may be updated at any time.

(2) Prohibition on Performing Work Outside a Government Facility/Networ k/Equipment
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Except where use of Contractor networks, I T, other equipment, or Workplace as a Service (WaaS) is specifically authorized
within this contract, the Contractor shall perform all tasks on authorized Government networks, using Government-furnished
IT and other equipment and/or WaaS and Government information shall remain within the confines of authorized Government
networks at all times. Any handling of Government information on Contractor networks or IT must be approved by the

Senior Component Official for Privacy of the component entering into this contract. Except where remote work is specifically
authorized within this contract, the Contractor shall perform all tasks described in this document at authorized Government
facilities; the Contractor is prohibited from performing these tasks at or removing Government-furnished information to

any other facility; and Government information shall remain within the confines of authorized Government facilities at all
times. Contractors may only access classified materials on government furnished equipment in authorized government owned
facilities regardless of remote work authorizations.

(3) Prior Approval Required to Hire Subcontractors

The Contractor is required to obtain the Contracting Officer's approval prior to engaging in any contractual relationship
(Subcontractor) in support of this contract requiring the disclosure of information, documentary material and/or records
generated under or relating to this contract. The Contractor (and any Subcontractor) is required to abide by Government and
Agency guidance for protecting sensitive and proprietary information.

(4) Separation Checklist for Contractor Employees

The Contractor shall complete and submit an appropriate separation checklist to the Contracting Officer before any employee
or Subcontractor employee terminates working on the contract. The Contractor must submit the separation checklist on

or before the last day of employment or work on the contract. The separation checklist must verify: (1) return of any
Government-furnished equipment; (2) return or proper disposition of personally identifiable information (PI1)[2], in paper or
electronic form, in the custody of the employee or Subcontractor employee including the sanitization of data on any computer
systems or media as appropriate; and (3) termination of any technological access to the Contractor’ s facilities or systems that
would permit the terminated employee’ s access to Pl1 or other sensitive information.

In the event of adverse job actions resulting in the dismissal of a Contractor or Subcontractor employee before the separation
checklist can be completed, the Prime Contractor must notify the Contracting Officer within 24 hours and confirm receipt of
the notification. In the case the Contractor is unable to notify the Contracting Officer, then the Contractor should notify the
Contract Officer's Representative (COR).

Contractors must compl ete the separation checklist with the Contracting Officer or COR by returning all Government-
furnished property including, but not limited to, computer equipment, media, credentials and passports, smart cards, mobile
devices, Persona Identity Verification (PIV) cards, calling cards, and keys and terminating access to all user accounts and
systems. Unless the Contracting Officer requests otherwise, the relevant Program Manager or other Key Personnel designated
by the Contracting Officer or COR may facilitate the return of equipment.

B. Privacy Training, Safeguarding, and Remediation

(1) Required Security and Privacy Training for Contractors

The Contractor must ensure that all employees take appropriate privacy training, including Subcontractors who have access
to Pl aswell asthe creation, use, dissemination and/or destruction of PIl at the outset of the employee’ s work on the contract
and every year thereafter. Training must include procedures on how to properly handle Pl1, including heightened security
requirements for the transporting or transmission of sensitive PlI, and reporting requirements for a suspected breach or loss of
PIl. These courses, along with more information about DOJ security and training requirements for Contractors, are available
at https.//www.justice.gov/jmd/learndoj. The Federal Information Security Modernization Act of 2014 (FISMA) requires all
individuals accessing DOJ information to complete training on records management, cybersecurity awareness, and information
system privacy awareness. Contractor employees are required to sign the “ Privacy Rules of Behavior,” acknowledging and
agreeing to abide by privacy law, policy, and certain privacy safeguards, prior to accessing DOJinformation. These Rules of
Behavior are made available to all new users of DOJ s computer network and to trainees at the conclusion of DOJ-OPCL-
CS-0005.

The Contractor should maintain copies of certificates as arecord of compliance and must submit an email notification annually
to the COR verifying that all employees working under this contract have completed the required privacy and cybersecurity
training.



15B10623Q00000016 Page 10 of 23
(2) Safeguarding PIl Requirements

Contractor employees must comply with DOJ Order 0904 and other guidance published to the publicly-available Office of
Privacy and Civil Liberties (OPCL) Resources page[ 3] relating to the safeguarding of P, including the use of additional
controls to safeguard sensitive PIl (e.g., the encryption of sensitive PIl). This requirement flows down from the Prime
Contractor to al Subcontractors and lower tiered subcontracts.

(3) Non-Disclosure Agreement Requirement

Prior to commencing work, all Contractor personnel that may have accessto Pl or other sensitive information shall be
required to sign a Non-Disclosure Agreement (NDA) and the DOJIT Rules of Behavior. The Non-Disclosure Agreement:

(a) prohibits the Contractor from retaining or divulging any Pl or other sensitive information, or derivatives therefrom,
furnished by the Government or to which they may otherwise come in contact as a result of their performance of work under
the contract/task order that is otherwise not publicly available, whether or not such information has been reduced to writing;
and

(b) requires the Contractor to report any loss of control, compromise, unauthorized disclosure, or unauthorized acquisition of
PIl or other sensitive information to the component-level or headquarters Security Operations Center within one (1) hour of
discovery.

The Contractor should maintain signed copies of the NDA for all employees as arecord of compliance. The Contractor should
also provide copies of each employee’'s signed NDA to the Contracting Officer before the employee may commence work
under the contract/task order.

(4) Prohibition on Use of PIl in Vendor Billing and Administrative Records

The Contractor’ sinvoicing, billing, and other financial or administrative records or databases is not authorized to regularly
store or include any sensitive Pl or other confidential government information that is created, obtained, or provided during

the performance of the contract without the written permission of the Senior Component Official for Privacy (SCOP). Itis
acceptable to list the names, titles and contact information for the Contracting Officer, COR, or other personnel associated with
the administration of the contract in the invoices as needed.

(5) Reporting Actual or Suspected Data Breach

Contractors must report any actual or suspected breach of PIl within one hour of discovery.[4] A “breach” isanincident or
occurrence that involves the loss of control, compromise, unauthorized disclosure, unauthorized acquisition, or any similar
occurrence where: (1) a person other than an authorized user accesses or potentially accesses PIl or (2) an authorized user
accesses or potentially accesses Pl for an other than authorized purpose. The report of abreach must be made to DOJ. The
Contractor must cooperate with DOJ s inquiry into the incident and efforts to minimize risks to DOJ or individuals, including
remediating any harm to potential victims.

(a) The Contractor must develop and maintain an internal process by which its employees and Subcontractors are trained
to identify and report the breach, consistent with DOJ Instruction 0900.00.01[5], Reporting and Response Procedures for a
Breach of Personally Identifiable Information.

(b) The Contractor must report any such breach by its employees or Subcontractors to the DOJ Security Operations Center
(dojcert@usdoj.gov, 202-357-7000); Component-level Security Operations Center and Component-level Management
Team, where appropriate; the COR; and the Contracting Officer within one (1) hour of theinitial discovery.

(c) The Contractor must provide awritten report to the DOJ Security Operations Center (dojcert@usdoj.gov, 202-357-7000)
within 24 hours of discovery of the breach by its employees or Subcontractors. The report must contain the following
information:

() Narrative or detailed description of the events surrounding the suspected loss or compromise of information.[6]
Date, time, and location of the incident.

(i) Amount, type, and sensitivity of information that may have been lost or compromised, accessed without
authorization, etc.

(ii1) Contractor’s assessment of the likelihood that the information was compromised or lost and the reasons behind the
assessment.[7]
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(iv) Names and classification of person(s) involved, including victim, Contractor employee/Subcontractor and any
witnesses.

(v) Cause of theincident and whether the company’ s security plan was followed and, if not, which specific provisions
were not followed.[8]

(vi) Actions that have been or will be taken to minimize damage and/or mitigate further compromise.

(vii) Recommendations to prevent similar situations in the future, including whether the security plan needsto be
modified in any way and whether additional training may be required.

(d) The Contractor shall provide full access and cooperation for all activities determined by the Government to be required
to ensure an effective incident response, including providing all requested images, log files, and event information to
facilitate rapid resolution of sensitive information incidents.

(e) At the Government’ s discretion, Contractor employees or Subcontractor employees may be identified as no longer
digibleto access PIl or to work on that contract based on their actions related to the loss or compromise of PII.

(6) Victim Remediation

At DOJ s request, the Contractor is responsible for notifying victims and providing victim remediation services in the event of
abreach of PIl held by the Contractor, its agents, or its Subcontractors, under this contract. Victim remediation services shall
include at least 18 months of credit monitoring and, for serious or large incidents as determined by the Government, call center
help desk services for the individuals whose Pl was lost or compromised. When DOJ requests notification, the Department
Chief Privacy and Civil Liberties Officer and SCOP will direct the Contractor on the method and content of such notification
to be sent to individuals whose Pl was breached. By performing this work, the Contractor agreesto full cooperation in the
event of abreach. The Contractor should be self-insured to the extent necessary to handle any reasonably foreseeable breach,
with another source of income, to fully cover the costs of breach response, including but not limited to victim remediation.

C. Government Records Training, Ownership, and Management

(1) Records Management Training and Compliance

(a) The Contractor must ensure that all employees and Subcontractors that have accessto Pll aswell asto those involved in
the creation, use, dissemination and/or destruction of Pl take the DOJ Records and Information Training for New Employees
(RIM) training course or another training approved by the Contracting Officer or COR. This training will be provided at

the outset of the Subcontractor’ s’employee’ s work on the contract and every year thereafter. The Contractor shall maintain
copies of certificates as arecord of compliance and must submit an email notification annually to the COR verifying that all
employees working under this contract have completed the required records management training.

(b) The Contractor agrees to comply with Federal and Agency records management policies, including those policies
associated with the safeguarding of records containing Pll and those covered by the Privacy Act of 1974. These policies
include the preservation of all records created or received regardless of format, mode of transmission, or state of completion.

(2) Records Creation, Ownership, and Disposition

(a) The Contractor shall not create or maintain any records not specifically tied to or authorized by the contract using
Government IT equipment and/or Government records or that contain Government Agency information. The Contractor shall
certify, in writing, the appropriate disposition or return of all Government information at the conclusion of the contract or at
atime otherwise specified in the contract. In accordance with 36 CFR 1222.32, the Contractor shall maintain and manage all
Federal records created in the course of performing the contract in accordance with Federal law. Records may not be removed
from the legal custody of DOJ or destroyed except in accordance with the provisions of the agency records schedules.

(b) Except as stated in the Performance Work Statement and, where applicable, the Contractor’s Commercia License
Agreement, the Government Agency owns the rights to all electronic information (electronic data, electronic information
systems or electronic databases and all supporting documentation and associated metadata created as part of this contract. All
deliverables (including all data and records) under the contract are the property of the U.S. Government and may be considered
federal records, for which the Agency shall have unlimited rights to use, dispose of, or disclose such data contained therein.
The Contractor must deliver sufficient technical documentation with all data deliverables to permit the agency to use the data.

(c) The Contractor shall not retain, use, sell, disseminate, or dispose of any government data/records or deliverables without
the express written permission of the Contracting Officer or Contracting Officer’s Representative. The Agency and its
contractors are responsible for preventing the alienation or unauthorized destruction of records, including all forms of
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mutilation. Willful and unlawful destruction, damage or alienation of Federal records is subject to the fines and penalties
imposed by 18 U.S.C. § 2701. Records may not be removed from the legal custody of the Agency or destroyed without regard
to the provisions of the Agency records schedules.

D. DataPrivacy and Oversight

(1) Restrictions on Testing or Training Using Real Data Containing Pl|

The use of real data containing PIl from any source for testing or training purposes is generally prohibited. The Contractor
shall use synthetic or de-identified real data for testing or training whenever feasible.

(2) Requirements for Contractor IT Systems Hosting Government Data

The Contractor is required to obtain an Authority To Operate (ATO) for any IT environment owned or controlled by the
Contractor or any Subcontractor on which Government data shall reside for the purposes of IT system development, design,
data migration, testing, training, maintenance, use, or disposal.

(3) Requirement to Support Privacy Compliance

(a) If this contract requires the devel opment, maintenance or administration of information technology[9], the Contractor
shall support the completion of the Initial Privacy Assessment (IPA) document, if requested by Department personnel. An
IPA isthefirst step in aprocess to identify potential privacy issues and mitigate privacy risks. The IPA asks basic questions
to help components assess whether additional privacy protections may be needed in designing or implementing a project[ 10]
to mitigate privacy risks, and whether compliance work may be needed. Upon review of the IPA, the OPCL determines
whether a Privacy Impact Assessment (PIA) document and/or SORN, or modifications thereto, are required. The Contractor
shall provide adequate support to complete the applicable risk assessment and PIA document in atimely manner, and shall
ensure that project management plans and schedules include the IPA, PIA, and SORN (to the extent required) as milestones.
Additional information on the privacy compliance process at DOJ, including IPAs, PIAs, and SORNSs, is located on the DOJ
OPCL website (https://dojnet.doj.gov/privacy/), including DOJ Order 0601, Privacy and Civil Liberties. The Privacy Impact
Assessment Guidance and Template outline the requirements and format for the PIA.

(b) If the contract involves an I T system build or substantial development or changesto an IT system that may require privacy
risk assessment and documentation, the Contractor shall provide adequate support to DOJ to ensure DOJ can compl ete any
required assessment, and IPA, PIA, SORN, or other supporting documentation to support privacy compliance. The Contractor
shall work with personnel from the program office, OPCL, the Office of the Chief Information Officer (OCIO), and the Office
of Records Management and Policy to ensure that the privacy assessments and documentation are kept on schedule, that the
answers to questions in the documents are thorough and compl ete, and that questions asked by the OPCL and other offices
are answered in atimely fashion. The Contractor must ensure the completion of required PIAs and documentation of privacy
controls consistent with federal law and standards, e.g. NIST 800-53, Rev. 5; and compliance with the Privacy Act of 1974,
E-Government Act of 2002, Federal Information Security Modernization Act of 2014, and key OMB guidelines, e.g., OMB
Circular A-130.

[1] “[T]heterm ‘record’ means any item, collection, or grouping of information about an individual that is maintained by an agency,
including, but not limited to, his education, financial transactions, medical history, and criminal or employment history and that
contains his name, or the identifying number, symbol, or other identifying particular assigned to the individual, such as afinger or
voice print or a photograph.” 5 U.S.C. § 552a(a)(4). “[T]he term ‘ system of records’ means a group of any records under the control
of any agency from which information is retrieved by the name of the individual or by some identifying number, symbol, or other
identifying particular assigned to theindividual.” 5 U.S.C. § 552a(a)(5).

[2] As stated in FAR 52.224-3 and Office of Management and Budget (OMB) Circular A-130, Managing Federal Information

as a Strategic Resource (2016), “’ personally identifiable information’ means information that can be used to distinguish or trace

an individual's identity, either alone or when combined with other information that is linked or linkable to a specific individual.”
Regarding “sensitive PI1,” “[t]he sensitivity level of the PIl will depend on the context, including the purpose for which the PIl is
created, collected, used, processed, stored, maintained, disseminated, disclosed, or disposed. For example, the sensitivity level of a
list of individuals names may depend on the source of the information, the other information associated with the list, the intended use
of the information, the ways in which the information will be processed and shared, and the ahility to access the information.” OMB
Circular A-130, at App. 11-2.

[3] The DOJ OPCL Resources page is available at https.//www.justice.gov/opcl/resources.

[4] As stated in DOJ Instruction 0900, “ Contractors must notify the Contracting Officer, the Contracting Officer’ s Representative,
and JSOC (or component-level SOC) within 1 hour of discovering any incidents, including breaches, consistent with this Instruction,
guidance issued by the CPCLO, NIST standards and guidelines, and the US-CERT notification guidelines.”
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[5] https:.//www.justice.gov/file/4336/downl oad

[6] As stated in DOJ Instruction 0900, the description should include the type of information that constitutes PIl; purpose for which
Pl is collected, maintained, and used; extent to which Pl identifies a peculiarly vulnerable population; the determination of whether
the information was properly encrypted or rendered partially or completely inaccessible by other means; format of PIl (e.g., whether
PIl was structured or unstructured); length of time Pl was exposed; any evidence confirming that PIl is being misused or that it was
never accessed.

[7] As stated in DOJ Instruction 0900, the report should include the nature of the cyber threat (e.g., Advanced Persistent Threat, Zero
Day Threat, data exfiltration) for cyber incidents.

[8] As stated in DOJ Instruction 0900, the report should include analysis on whether the data is accessible, usable, and intentionally
targeted.

[9] Asdefinedin 40 U.S.C. § 11101, the term “information technology” means any equipment or interconnected system or subsystem
of equipment, used in the automatic acquisition, storage, analysis, eval uation, manipulation, management, movement, control,
display, switching, interchange, transmission, or reception of data or information by the executive agency, if the equipment is

used by the executive agency directly or is used by a contractor under a contract with the executive agency that requires the use

(i) of that equipment or (ii) of that equipment to a significant extent in the performance of a service or the furnishing of a product;
includes computers, ancillary equipment (including imaging peripherals, input, output, and storage devices necessary for security and
surveillance), peripheral equipment designed to be controlled by the central processing unit of a computer, software, firmware and
similar procedures, services (including support services), and related resources; but does not include any equipment acquired by a
federal contractor incidental to afederal contract.

[10] Inthisinstance, the term “project” is used to scope the activities (e.g., creating, collecting, using, processing, storing,
maintaining, disseminating, disclosing, or disposing of information) covered by an IPA. A project isintended to be technology-
neutral, and may include an information system, a digital service, an information technology, a combination thereof, or some other
activity that may create potential privacy issues or privacy risks that would benefit from an IPA. The scope of a project covered by an
IPA isdiscretionary, but components should work with their SCOP and OPCL.

(End of Clause)
[END OF ADDENDUM TO FAR 52.212-4]

52.212-5 Contract Terms and Conditions Required To Implement Statutes or Executive Orders-
Commercial Products and Commercial Services (Dec 2022)

(8) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) clauses, which are incorporated in this
contract by reference, to implement provisions of law or Executive orders applicable to acquisitions of commercial products and
commercial services:

(1) 52.203-19, Prohibition on Requiring Certain Internal Confidentiality Agreements or Statements (Jan 2017) (section 743 of
Division E, Title VI, of the Consolidated and Further Continuing Appropriations Act, 2015 (Pub. L. 113-235) and its successor
provisions in subsequent appropriations acts (and as extended in continuing resolutions)).

(2) 52.204-23, Prohibition on Contracting for Hardware, Software, and Services Developed or Provided by Kaspersky Lab and Other
Covered Entities (Nov 2021) (Section 1634 of Pub. L. 115-91).

(3) 52.204-25, Prohibition on Contracting for Certain Telecommunications and Video Surveillance Services or Equipment. (Nov
2021) (Section 889(a)(1)(A) of Pub. L. 115-232).

(4) 52.209-10, Prohibition on Contracting with Inverted Domestic Corporations (Nov 2015).

(5) 52.233-3, Protest After Award (Aug 1996) (31 U.S.C. 3553).

(6) 52.233-4, Applicable Law for Breach of Contract Claim (Oct 2004)(Public Laws 108-77 and 108-78 (19 U.S.C. 3805 note)).

(b) The Contractor shall comply with the FAR clausesin this paragraph (b) that the Contracting Officer has indicated as being
incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial

products and commercial services:

[Contracting Officer check as appropriate.]
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__ (1) 52.203-6, Restrictions on Subcontractor Sales to the Government (Jun 2020), with Alternate | (Nov 2021) (41 U.S.C. 4704 and
10 U.S.C. 4655).

_(2) 52.203-13, Contractor Code of Business Ethics and Conduct (Nov 2021) (41 U.S.C. 3509)).

__(3) 52.203-15, Whistleblower Protections under the American Recovery and Reinvestment Act of 2009 (Jun 2010) (Section 1553
of Pub. L. 111-5). (Applies to contracts funded by the American Recovery and Reinvestment Act of 2009.)

X (4) 52.204-10, Reporting Executive Compensation and First-Tier Subcontract Awards (Jun 2020) (Pub. L. 109-282) (31 U.S.C.
6101 note).

__(5) [Reserved].
__(6) 52.204-14, Service Contract Reporting Requirements (Oct 2016) (Pub. L. 111-117, section 743 of Div. C).

__(7) 52.204-15, Service Contract Reporting Requirements for Indefinite-Delivery Contracts (Oct 2016) (Pub. L. 111-117, section
743 of Div. C).

X (8) 52.209-6, Protecting the Government's Interest When Subcontracting with Contractors Debarred, Suspended, or Proposed for
Debarment. (Nov 2021) (31 U.S.C. 6101 note).

__(9) 52.209-9, Updates of Publicly Available Information Regarding Responsibility Matters (Oct 2018) (41 U.S.C. 2313).
__(10) [Reserved)].

_(11) 52.219-3, Notice of HUBZone Set-Aside or Sole-Source Award (Oct 2022) (15 U.S.C. 657a).

_ (12) 52.219-4, Notice of Price Evaluation Preference for HUBZone Small Business Concerns (Oct 2022) (if the offeror electsto
waive the preference, it shall so indicate in its offer) (15 U.S.C. 6574).

_ (13) [Reserved]

X (14)(i) 52.219-6, Notice of Total Small Business Set-Aside (Nov 2020) (15 U.S.C. 644).
(i) Alternate | (Mar 2020) of 52.219-6.

__(15)(i) 52.219-7, Notice of Partial Small Business Set-Aside (Nov 2020) (15 U.S.C. 644).
(i) Alternate | (Mar 2020) of 52.219-7.

__(16) 52.219-8, Utilization of Small Business Concerns (Oct 2022) (15 U.S.C. 637(d)(2) and (3)).
__(I7)(i) 52.219-9, Small Business Subcontracting Plan (Oct 2022) (15 U.S.C. 637(d)(4)).
__(ii) Alternate | (Nov 2016) of 52.219-9.

__(iii) Alternate Il (Nov 2016) of 52.219-9.

__(iv) Alternate 111 (Jun 2020) of 52.219-9.

__(v) Alternate IV (Sep 2021) of 52.219-9.

__ (18)(i) 52.219-13, Notice of Set-Aside of Orders (Mar 2020) (15 U.S.C. 644(r)).

(i) Alternate | (Mar 2020) of 52.219-13.

_(19) 52.219-14, Limitations on Subcontracting (Oct 2022) (15 U.S.C. 6575).

__(20) 52.219-16, Liquidated Damages-Subcontracting Plan (Sep 2021) (15 U.S.C. 637(d)(4)(F)(i)).
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__(21) 52.219-27, Notice of Service-Disabled Veteran-Owned Small Business Set-Aside (Oct 2022) (15 U.S.C. 657f).
_(22)(i) 52.219-28, Post-Award Small Business Program Rerepresentation (Oct 2022) (15 U.S.C. 632(a)(2)).
__(ii) Alternate | (Mar 2020) of 52.219-28.

__(23) 52.219-29, Notice of Set-Aside for, or Sole-Source Award to, Economically Disadvantaged Women-Owned Small Business
Concerns (Oct 2022) (15 U.S.C. 637(m)).

__(24) 52.219-30, Notice of Set-Aside for, or Sole-Source Award to, Women-Owned Small Business Concerns Eligible Under the
Women-Owned Small Business Program (Oct 2022) (15 U.S.C. 637(m)).

__(25) 52.219-32, Orders Issued Directly Under Small Business Reserves (Mar 2020) (15 U.S.C. 644(r)).

__(26) 52.219-33, Nonmanufacturer Rule (Sep 2021) (15 U.S.C. 6579).

X (27) 52.222-3, Convict Labor (June 2003) (E.O. 11755).

X (28) 52.222-19, Child Labor--Cooperation with Authorities and Remedies (Dec 2022) (E.O. 13126).

X (29) 52.222-21, Prohihition of Segregated Facilities (Apr 2015).

X (30)(i) 52.222-26, Equal Opportunity (Sept 2016) (E.O. 11246).

(i) Alternate | (Feb 1999) of 52.222-26.

__(31)(i) 52.222-35, Equal Opportunity for Veterans (Jun 2020) (38 U.S.C. 4212).

(i) Alternate | (July 2014) of 52.222-35.

X (32)(i) 52.222-36, Equal Opportunity for Workers with Disabilities (Jun 2020) (29 U.S.C. 793).

(i) Alternate | (July 2014) of 52.222-36.

__(33) 52.222-37, Employment Reports on Veterans (Jun 2020) (38 U.S.C. 4212).

__ (34) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496).

X (35)(i) 52.222-50, Combating Trafficking in Persons (Nov 2021) (22 U.S.C. chapter 78 and E.O. 13627).

(i) Alternate | (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O. 13627).

__(36) 52.222-54, Employment Eligibility Verification (May 2022). (Executive Order 12989). (Not applicable to the acquisition of
commercialy available off-the-shelf items or certain other types of commercial products or commercial services as prescribed in FAR

22.1803.)

__(37)(i) 52.223-9, Estimate of Percentage of Recovered Material Content for EPA-Designated Items (May 2008) (42 U.S.C. 6962(c)
(3)(A)(ii)). (Not applicable to the acquisition of commercially available off-the-shelf items.)

__(ii) Alternate | (May 2008) of 52.223-9 (42 U.S.C. 6962(i)(2)(C)). (Not applicable to the acquisition of commercially available off-
the-shelf items.)

__(38) 52.223-11, Ozone-Depleting Substances and High Global Warming Potential Hydrofluorocarbons (Jun 2016) (E.O. 13693).

_(39) 52.223-12, Maintenance, Service, Repair, or Disposal of Refrigeration Equipment and Air Conditioners (Jun 2016) (E.O.
13693).

__(40)(i) 52.223-13, Acquisition of EPEAT®-Registered Imaging Equipment (Jun 2014) (E.O.s 13423 and 13514).

__(ii) Alternate | (Oct 2015) of 52.223-13.



15B10623Q00000016 Page 16 of 23

__(41)(i) 52.223-14, Acquisition of EPEAT®-Registered Televisions (Jun 2014) (E.O.s 13423 and 13514).

(i) Alternate | (Jun 2014) of 52.223-14.

__(42) 52.223-15, Energy Efficiency in Energy-Consuming Products (May 2020) (42 U.S.C. 8259h).

__(43)(i) 52.223-16, Acquisition of EPEAT®-Registered Personal Computer Products (Oct 2015) (E.O.s 13423 and 13514).

(i) Alternate | (Jun 2014) of 52.223-16.

X (44) 52.223-18, Encouraging Contractor Policies to Ban Text Messaging While Driving (Jun 2020) (E.O. 13513).

__(45) 52.223-20, Aerosols (Jun 2016) (E.O. 13693).

__(46) 52.223-21, Foams (Jun 2016) (E.O. 13693).

__(47)(i) 52.224-3, Privacy Training (Jan 2017) (5 U.S.C. 552a).

(i) Alternate | (Jan 2017) of 52.224-3.

__ (48)(i) 52.225-1, Buy American--Supplies (Oct 2022) (41 U.S.C. chapter 83).

(i) Alternate | (Oct 2022) of 52.225-1.

X (49)(i) 52.225-3, Buy American-Free Trade Agreements-Israeli Trade Act (Dec 2022) (19 U.S.C. 3301 note, 19 U.S.C. 2112 note,
19 U.S.C. 3805 note, 19 U.S.C. 4001 note, 19 U.S.C. chapter 29 (sections 4501-4732), Public Law 103-182, 108-77, 108-78, 108-286,
108-302, 109-53, 109-169, 109-283, 110-138, 112-41, 112-42, and 112-43.

__(ii) Alternate | [Reserved].

__(iii) Alternate 1 (Dec 2022) of 52.225-3.

__(iv) Alternate 111 (Jan 2021) of 52.225-3.

__(v) Alternate IV (Oct 2022) of 52.225-3.

__(50) 52.225-5, Trade Agreements (Dec 2022) (19 U.S.C. 2501, et seq., 19 U.S.C. 3301 note).

X (51) 52.225-13, Restrictions on Certain Foreign Purchases (Feb 2021) (E.O.’s, proclamations, and statutes administered by the
Office of Foreign Assets Control of the Department of the Treasury).

_(52) 52.225-26, Contractors Performing Private Security Functions Outside the United States (Oct 2016) (Section 862, as amended,
of the National Defense Authorization Act for Fiscal Year 2008; 10 U.S.C. Subtitle A, Part VV, Subpart G Note).

__ (53) 52.226-4, Notice of Disaster or Emergency Area Set-Aside (Nov 2007) (42 U.S.C. 5150).
__ (54) 52.226-5, Restrictions on Subcontracting Outside Disaster or Emergency Area (Nov 2007) (42 U.S.C. 5150).
_(55) 52.229-12, Tax on Certain Foreign Procurements (Feb 2021).

__(56) 52.232-29, Terms for Financing of Purchases of Commercial Products and Commercia Services (Nov 2021) (41 U.S.C. 4505,
10 U.S.C. 3805).

__(57) 52.232-30, Installment Payments for Commercial Products and Commercial Services (Nov 2021) (41 U.S.C. 4505, 10 U.S.C.
3805).

X (58) 52.232-33, Payment by Electronic Funds Transfer--System for Award Management (Oct 2018) (31 U.S.C. 3332).

__(59) 52.232-34, Payment by Electronic Funds Transfer--Other than System for Award Management (Jul 2013) (31 U.S.C. 3332).
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X (60) 52.232-36, Payment by Third Party (May 2014) (31 U.S.C. 3332).
__(61) 52.239-1, Privacy or Security Safeguards (Aug 1996) (5 U.S.C. 5523).
_(62) 52.242-5, Payments to Small Business Subcontractors (Jan 2017)(15 U.S.C. 637(d)(13)).

__ (B63)(i) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Nov 2021) (46 U.S.C. 55305 and 10 U.S.C.
2631).

__(ii) Alternate | (Apr 2003) of 52.247-64.

__(iii) Alternate I (Nov 2021) of 52.247-64.

(c) The Contractor shall comply with the FAR clauses in this paragraph (c), applicable to commercial services, that the Contracting
Officer hasindicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable
to acquisitions of commercial products and commercial services:

[Contracting Officer check as appropriate.]

(1) 52.222-41, Service Contract Labor Standards (Aug 2018) (41 U.S.C. chapter 67).

__(2) 52.222-42, Statement of Equivalent Rates for Federal Hires (May 2014) (29 U.S.C. 206 and 41 U.S.C. chapter 67).

__ (3) 52.222-43, Fair Labor Standards Act and Service Contract Labor Standards-Price Adjustment (Multiple Y ear and Option
Contracts) (Aug 2018) (29 U.S.C. 206 and 41 U.S.C. chapter 67).

__(4) 52.222-44, Fair Labor Standards Act and Service Contract Labor Standards--Price Adjustment (May 2014) (29 U.S.C. 206 and
41 U.S.C. chapter 67).

__(5) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or
Repair of Certain Equipment--Requirements (May 2014) (41 U.S.C. chapter 67).

__(6) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services--
Requirements (May 2014) (41 U.S.C. chapter 67).

__(7) 52.222-55, Minimum Wages for Contractor Workers Under Executive Order 14026 (Jan 2022).
__(8) 52.222-62, Paid Sick Leave Under Executive Order 13706 (Jan 2022) (E.O. 13706).
X (9) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations (Jun 2020) (42 U.S.C. 1792).

(d) Comptroller General Examination of Record. The Contractor shall comply with the provisions of this paragraph (d) if this contract
was awarded using other than sealed bid, isin excess of the simplified acquisition threshold, as defined in FAR 2.101, on the date of
award of this contract and does not contain the clause at 52.215-2, Audit and Records--Negotiation.

(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have accessto and
right to examine any of the Contractor's directly pertinent records involving transactions related to this contract.

(2) The Contractor shall make available at its offices at all reasonable times the records, materials, and other evidence for examination,
audit, or reproduction, until 3 years after final payment under this contract or for any shorter period specified in FAR subpart 4.7,
Contractor Records Retention, of the other clauses of this contract. If this contract is completely or partially terminated, the records
relating to the work terminated shall be made available for 3 years after any resulting final termination settlement. Records relating

to appeals under the disputes clause or to litigation or the settlement of claims arising under or relating to this contract shall be made
available until such appeals, litigation, or claims are finally resolved.

(3) Asused in this clause, records include books, documents, accounting procedures and practices, and other data, regardless of type
and regardless of form. This does not require the Contractor to create or maintain any record that the Contractor does not maintain in
the ordinary course of business or pursuant to a provision of law.
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(e)(1) Notwithstanding the requirements of the clauses in paragraphs (a), (b), (c), and (d) of this clause, the Contractor is not required
to flow down any FAR clause, other than those in this paragraph (€)(1) in a subcontract for commercial products or commercial
services. Unless otherwise indicated below, the extent of the flow down shall be as required by the clause--

(i) 52.203-13, Contractor Code of Business Ethics and Conduct (Nov 2021) (41 U.S.C. 3509).

(i) 52.203-19, Prohibition on Requiring Certain Internal Confidentiality Agreements or Statements (Jan 2017) (section 743 of
Division E, Title VII, of the Consolidated and Further Continuing Appropriations Act, 2015 (Pub. L. 113-235) and its successor
provisions in subsequent appropriations acts (and as extended in continuing resolutions)).

(ii1) 52.204-23, Prohibition on Contracting for Hardware, Software, and Services Developed or Provided by Kaspersky Lab and Other
Covered Entities (Nov 2021) (Section 1634 of Pub. L. 115-91).

(iv) 52.204-25, Prohibition on Contracting for Certain Telecommunications and Video Surveillance Services or Equipment. (Nov
2021) (Section 889(a)(1)(A) of Pub. L. 115-232).

(v) 52.219-8, Utilization of Small Business Concerns (Oct 2022) (15 U.S.C. 637(d)(2) and (3)), in al subcontracts that offer further
subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds the applicable threshold
specified in FAR 19.702(a) on the date of subcontract award, the subcontractor must include 52.219-8 in lower tier subcontracts that
offer subcontracting opportunities.

(vi) 52.222-21, Prohibition of Segregated Facilities (Apr 2015)

(vii) 52.222-26, Equal Opportunity (Sept 2016) (E.O. 11246).

(viii) 52.222-35, Equal Opportunity for Veterans (Jun 2020) (38 U.S.C. 4212).

(ix) 52.222-36, Equal Opportunity for Workers with Disabilities (Jun 2020) (29 U.S.C. 793).

(x) 52.222-37, Employment Reports on Veterans (Jun 2020) (38 U.S.C. 4212)

(xi) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496). Flow down
required in accordance with paragraph (f) of FAR clause 52.222-40.

(xii) 52.222-41, Service Contract Labor Standards (Aug 2018) (41 U.S.C. chapter 67).
(xiii) (A) 52.222-50, Combating Trafficking in Persons (Nov 2021) (22 U.S.C. chapter 78 and E.O 13627).
(B) Alternate | (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O 13627).

(xiv) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or
Repair of Certain Equipment-Requirements (May 2014) (41 U.S.C. chapter 67).

(xv) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services-Requirements
(May 2014) (41 U.S.C. chapter 67).

(xvi) 52.222-54, Employment Eligibility Verification (May 2022) (E.O. 12989).

(xvii) 52.222-55, Minimum Wages for Contractor Workers Under Executive Order 14026 (Jan 2022).
(xviii) 52.222-62, Paid Sick Leave Under Executive Order 13706 (Jan 2022) (E.O. 13706).

(xix)(A) 52.224-3, Privacy Training (Jan 2017) (5 U.S.C. 5523).

(B) Alternate | (Jan 2017) of 52.224-3.

(xx) 52.225-26, Contractors Performing Private Security Functions Outside the United States (Oct 2016) (Section 862, as amended, of
the National Defense Authorization Act for Fiscal Y ear 2008; 10 U.S.C. Subtitle A, Part V, Subpart G Note).
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(xxi) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations (Jun 2020) (42 U.S.C. 1792). Flow down required in
accordance with paragraph (€) of FAR clause 52.226-6.

(xxii) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Nov 2021) (46 U.S.C. 55305 and 10 U.S.C. 2631).
Flow down required in accordance with paragraph (d) of FAR clause 52.247-64.

(2) While not required, the Contractor may include in its subcontracts for commercial products and commercial services a minimal
number of additional clauses necessary to satisfy its contractual obligations.

(End of clause)
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Section 4 - List of Attachments

This Section Is Intentionally Left Blank
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Section 5 - Solicitation Provisions

A.2 ADDENDUM TO FAR 52.212-1, Instructions to Offerorss=Commercial Products and Commercial
Services (Nov 2021)

The terms and conditions for the following provisions are hereby incorporated into this solicitation as an
addendum to FAR provision 52.212-1.

Provisions By Reference
52.252-1 SOLICITATION PROVISIONS INCORPORATED BY REFERENCE (FEB 1998)

This solicitation incorporates one or more solicitation provisions by reference, with the same force and effect asif they were
given in full text. Upon request, the Contracting Officer will make their full text available. The offeror is cautioned that

the listed provisions may include blocks that must be completed by the offeror and submitted with its quotation or offer.

In lieu of submitting the full text of those provisions, the offeror may identify the provision by paragraph identifier and
provide the appropriate information with its quotation or offer. Also, the full text of a solicitation provision may be accessed

electronically at this/these address(es): www.acquisition.gov

Provision Title Fill-ins (if applicable)

52.212-3 Offeror Representations and Certifications-Commercial Products and

Commercial Services (Dec 2022)

52.212-1 Instructions to Offerors-Commercial Products and Commercial

Services (Nov 2021)

Provisions By Full Text

52.204-24 Representation Regarding Certain Telecommunications and Video Surveillance Services or Equipment (Nov 2021)

The Offeror shall not complete the representation at paragraph (d)(1) of this provision if the Offeror has represented that it "does

not provide covered telecommunications equipment or services as a part of its offered products or services to the Government in

the performance of any contract, subcontract, or other contractual instrument” in paragraph (c)(1) in the provision at 52.204-26,
Covered Telecommunications Equipment or Services-Representation, or in paragraph (v)(2)(i) of the provision at 52.212-3, Offeror
Representations and Certifications-Commercial Products and Commercial Services. The Offeror shall not complete the representation
in paragraph (d)(2) of this provision if the Offeror has represented that it "does not use covered telecommunications equipment or
services, or any equipment, system, or service that uses covered telecommunications egquipment or services' in paragraph (c)(2) of the
provision at 52.204-26, or in paragraph (v)(2)(ii) of the provision at 52.212-3.

(a) Definitions. As used in this provision--
Backhaul, covered tel ecommunications equipment or services, critical technology, interconnection arrangements, reasonable inquiry,

roaming, and substantial or essential component have the meanings provided in the clause 52.204-25, Prohibition on Contracting for
Certain Telecommunications and Video Surveillance Services or Equipment.
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(b) Prohibition.

(1) Section 889(a)(1)(A) of the John S. McCain National Defense Authorization Act for Fiscal Y ear 2019 (Pub. L. 115-232) prohibits
the head of an executive agency on or after August 13, 2019, from procuring or obtaining, or extending or renewing a contract to
procure or obtain, any equipment, system, or service that uses covered tel ecommunications equipment or services as a substantial or
essential component of any system, or as critical technology as part of any system. Nothing in the prohibition shall be construed to--

() Prohibit the head of an executive agency from procuring with an entity to provide a service that connects to the facilities of athird-
party, such as backhaul, roaming, or interconnection arrangements; or

(i) Cover telecommunications equipment that cannot route or redirect user data traffic or cannot permit visibility into any user data or
packets that such equipment transmits or otherwise handles.

(2) Section 889(a)(1)(B) of the John S. McCain National Defense Authorization Act for Fiscal Year 2019 (Pub. L. 115-232) prohibits
the head of an executive agency on or after August 13, 2020, from entering into a contract or extending or renewing a contract with

an entity that uses any equipment, system, or service that uses covered telecommunications equipment or services as a substantial

or essential component of any system, or as critical technology as part of any system. This prohibition applies to the use of covered
telecommunications equipment or services, regardless of whether that use is in performance of work under a Federal contract. Nothing
in the prohibition shall be construed to--

(i) Prohibit the head of an executive agency from procuring with an entity to provide a service that connects to the facilities of athird-
party, such as backhaul, roaming, or interconnection arrangements; or

(i) Cover telecommunications equipment that cannot route or redirect user data traffic or cannot permit visibility into any user data or
packets that such equipment transmits or otherwise handles.

(c) Procedures. The Offeror shall review the list of excluded parties in the System for Award Management (SAM) (https://
www.sam.gov) for entities excluded from receiving federal awards for "covered tel ecommunications equipment or services.”

(d) Representations. The Offeror represents that--

(D) 1t __will, __ will not provide covered telecommunications equipment or services to the Government in the performance of

any contract, subcontract or other contractual instrument resulting from this solicitation. The Offeror shall provide the additional
disclosure information required at paragraph (€)(1) of this section if the Offeror responds "will" in paragraph (d)(1) of this section; and
(2) After conducting areasonable inquiry, for purposes of this representation, the Offeror represents that--

It does,  does not use covered telecommunications equipment or services, or use any equipment, system, or service that uses
covered telecommunications equipment or services. The Offeror shall provide the additional disclosure information required at
paragraph (e)(2) of this section if the Offeror responds "does" in paragraph (d)(2) of this section.

(e) Disclosures.

(1) Disclosure for the representation in paragraph (d)(1) of this provision. If the Offeror has responded "will" in the representation in
paragraph (d)(1) of this provision, the Offeror shall provide the following information as part of the offer:

(i) For covered equipment--

(A) The entity that produced the covered telecommunications equipment (include entity name, unique entity identifier, CAGE code,
and whether the entity was the original equipment manufacturer (OEM) or a distributor, if known);

(B) A description of all covered telecommunications equipment offered (include brand; model number, such as OEM number,
manufacturer part number, or wholesaler number; and item description, as applicable); and

(C) Explanation of the proposed use of covered telecommunications equipment and any factors relevant to determining if such use
would be permissible under the prohibition in paragraph (b)(1) of this provision.

(i) For covered services--
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(A) If the serviceis related to item maintenance: A description of all covered telecommunications services offered (include on the
item being maintained: Brand; model number, such as OEM number, manufacturer part number, or wholesaler number; and item
description, as applicable); or

(B) If not associated with maintenance, the Product Service Code (PSC) of the service being provided; and explanation of the
proposed use of covered telecommunications services and any factors relevant to determining if such use would be permissible under
the prohibition in paragraph (b)(1) of this provision.

(2) Disclosure for the representation in paragraph (d)(2) of this provision. If the Offeror has responded "does" in the representation in
paragraph (d)(2) of this provision, the Offeror shall provide the following information as part of the offer:

(i) For covered equipment--

(A) The entity that produced the covered telecommunications equipment (include entity name, unique entity identifier, CAGE code,
and whether the entity was the OEM or a distributor, if known);

(B) A description of all covered telecommunications equipment offered (include brand; model number, such as OEM number,
manufacturer part number, or wholesaler number; and item description, as applicable); and

(C) Explanation of the proposed use of covered telecommunications equipment and any factors relevant to determining if such use
would be permissible under the prohibition in paragraph (b)(2) of this provision.

(i) For covered services-

(A) If the serviceis related to item maintenance: A description of all covered telecommunications services offered (include on the
item being maintained: Brand; model number, such as OEM number, manufacturer part number, or wholesaler number; and item
description, as applicable); or

(B) If not associated with maintenance, the PSC of the service being provided; and explanation of the proposed use of covered
telecommunications services and any factors relevant to determining if such use would be permissible under the prohibitionin
paragraph (b)(2) of this provision.

(End of provision)
[END OF ADDENDUM TO FAR 52.212-1]



